All aboard for security

[I'mTech] With France's rail transport market opening up to competition, the SNCF's security work is also becoming a service. This transformation raises questions on how security as an activity is organized. Florent Castagnino, Sociology researcher at IMT Atlantique, has studied how this service can adapt.

A preventive activity

2021 saw private train companies newly authorized to operate on French rails, previously monopolized by the SNCF. As well as opening its rail system to the competition, the state-owned company plans to offer security services to other companies. In the railway sector, “security is defined as the prevention of antisocial acts such as theft, fraud, attacks and assaults, whereas safety relates to the prevention of accidents such as issues with points or signals,” indicates Florent Castagnino, sociology researcher at IMT Atlantique.

While security is a preventive activity, it is also a commercial one. With the market opening up to competition, security services are sure to also become a profitable venture. This raises the question of whether a company prepared to pay more than another could obtain better security provision for its journeys and routes. Furthermore, with security guards in train stations, a company will not only regulate acts of malevolence but also reassure passengers. “Even if the trains are secure, a company may wish for agents to patrol the platform or on the train to enhance its brand image,” states Castagnino.

However the sale of security services to competing companies is a challenge for the distribution of agents across France. While certain stations or regional train lines may wish to purchase such services, they might not have access if there is too much demand from other companies or in other regions. Even if the SNCF security department is one of the departments that increases its workforce
most regularly, “the question arises of how decisions will be made,” explains the researcher.

**Representing complex problems**

The distribution of personnel across the country represents a challenge due to the limited number of agents, but it also shows that delinquency is handled purely geographically. Analysis of databases of police reports and calls to emergency services from railway patrols and workers reveals the frequency of malicious acts, their nature and the place in which they occur. Using this information, patrols are sent to stations with the highest number of criminal acts reported.

Typically, if there are more malicious acts reported on line A than line B, more agents will be sent to line A. In this case, database analysis automatically ignores the multiple, complex origins of delinquency, focusing only on the phenomenon’s geographic aspect. As causes of delinquency are considered external to railway companies, they cannot take action as easily as for safety issues, which often have causes considered internal. This means that they are simpler to identify and resolve.

For Castagnino, making use of “databases for delinquency prevention means we imitate the way we handle accidental problems”. From the 90s, “there was a desire to make security more concrete, partly by using a model for the way in which we manage accidents,” continues the researcher. “This can be explained by the decision to apply the methods that work in one area, here safety, to another, in this case, security,” he adds. In the case of safety, if a technical fault such as a signaling failure is regularly reported on a certain kind of equipment, maintenance agents will be sent to repair the traffic lights on the railways concerned, and a general servicing of the equipment may be ordered. For security, if there is a station with many incidents reported, agents from the security department may be sent to the site to address the delinquency problem.
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